
 

 

 

 

 

 

Investigating the Formation of an Information Security Climate in 

a Large Vietnamese Construction Company: A Social Network 

Analysis Approach 

 

A thesis submitted in fulfilment of the requirements for the degree of Doctor of Philosophy 

 

 

Duy Pham Thien Dang 

Bachelor of Business (Honours), RMIT University 

Bachelor of Business (Business Information Systems), RMIT Vietnam 

 

 

 

 

School of Business IT and Logistics 

College of Business 

RMIT University 

 

Feburary 2018 



 

i 

Declaration 

I certify that except where due acknowledgement has been made, the work is that of the author 

alone; the work has not been submitted previously, in whole or in part, to qualify for any other 

academic award; the content of the thesis is the result of work which has been carried out since 

the official commencement date of the approved research program; any editorial work, paid or 

unpaid, carried out by a third party is acknowledged; and, ethics procedures and guidelines have 

been followed.  

I acknowledge the support I have received for my research through the provision of an 

Australian Government Research Training Program Scholarship. 

 

Signed: Duy Pham Thien Dang 

Date:  February 2018 



 

ii  

Acknowledgements 

This PhD journey has given me many challenges, yet plenty of enjoyable moments, amazing 

company, and countless opportunities for me to learn and grow as an academic. I would like to 

thank those people encountered on this journey, whose advice and support have been extremely 

valuable. First and foremost, I would like to express my deepest gratitude to my PhD 

supervisors: 

¶ Dr. Siddhi Pittayachawan, an excellent teacher and a great friend, who has offered me 

guidance and continuous support throughout my research journey since starting the 

Honours program. He always encouraged me to step out of my comfort zone and explore 

novel ways of doing research. Thanks to his constant encouragement, I have developed 

a passion for and expertise in social network analysis, which contributed to the 

completion of this PhD thesis. 

¶ Dr. Vince Bruno, a caring supervisor who was always available to share the good and 

tough times during my research journey. I was able to drop by his office, even without 

an appointment, to seek his advice for work and personal matters. He also stayed after 

working hours to discuss research with me, and often reviewed my thesis with me online 

while I was in Vietnam, in the evening or on his way back home due to the time 

difference. 

¶ Professor Karlheinz Kautz, a mentor and a father figure with a wealth of experience and 

knowledge in the information systems field. Words fail to describe how truly grateful I 

am to have him join the supervisor team in the later stages of my PhD journey. It is my 

great honour and privilege to become his PhD student, and I have enjoyed the interesting 

and thought-provoking conversations with him during my candidature.  

My special appreciation to professional and academic staff in the School of Business IT & 

Logistics at RMIT University, especially Professor Caroline Chan, Head of School, and 

Professor Booi Kam, Professor Alemayehu Molla, Professor Prem Chhetri, Dr. Leon Teo, Dr. 

Elsie Hooi, Dr. Huan Vo-Tran, and Dr. Konrad Peszynski. These people have given me many 

research and teaching opportunities, as well as valuable career advice and encouragement 

during my PhD candidature. I also acknowledge the proofreading service provided by Capstone 

Editing. 



iii  

I am grateful to Mr. Lê Bá Thông, General Director of TTT Corporation, and members of the 

Board of Directors, who have trusted and granted me access to conduct this PhD project in their 

company. Special thanks to Mr. ņo¨n VŁn T½ng and Ms. Nguyn֑ HuȢnh Lan Chi, who have 

supported me throughout this project. I greatly appreciated the efforts of more than 300 

employees at TTT Corporation who have contributed to this project, despite their busy work 

schedules, through their participation in the research activities. 

I would like to thank A/Prof Mathews Nkhoma, Head of School of Business & Management at 

RMIT Vietnam, who provided me with a workspace and necessary resources at the Vietnam 

campus during my frequent research visits to Vietnam. I am also thankful to the staff at RMIT 

Vietnam, especially A/Prof Nguy֑n Thanh Thֳy, Research Manager, for providing various 

opportunities to discuss my research. 

I owe my utmost gratitude to my Mother, PhӴm Th֗  Thu Thֳ y, and Father, ņԊng Ho¨ng DȈng, 

and to my wonderful wife Uyên and her parents, for their unfailing love, patience, and 

understanding. These people are my source of energy throughout this PhD process, and their 

continuous support will forever remain my inspiration. I thank them from the bottom of my 

heart.



 

iv 

Table of Contents 

Declaration ..................................................................................................................................... i 

Acknowledgements ...................................................................................................................... ii  

Table of Contents ........................................................................................................................ iv 

List of Tables ............................................................................................................................. viii  

List of Figures ................................................................................................................................ x 

List of Publications .................................................................................................................... xii  

List of Abbreviations .................................................................................................................. xv 

Abstract ...................................................................................................................................... xvi 

Chapter 1: Introduction  ............................................................................................................... 1 

1.1 Research Overview ............................................................................................................... 2 

1.2 Research Motivation ............................................................................................................. 2 

1.3 Research Scope and Objectives ............................................................................................ 5 

1.3.1 Research Objectives ....................................................................................................... 5 

1.3.2 Research Context ............................................................................................................ 5 

1.4 Research Questions ............................................................................................................... 6 

1.5 Research Contributions ......................................................................................................... 6 

1.6 Organisation of the Thesis .................................................................................................... 7 

Chapter 2: Literature Review .................................................................................................... 10 

2.1 Overview of InfoSec Field .................................................................................................. 11 

2.1.1 The Dimensions of InfoSec Research .......................................................................... 12 

2.1.2 The Development of the Behavioural InfoSec Field .................................................... 15 

2.1.3 Studies on InfoSec Behaviours .................................................................................... 17 

2.1.4 Current Trends in Behavioural InfoSec Research ........................................................ 18 

2.2 Refinement of Research Focus ............................................................................................ 24 

2.2.1 The Problematisation Approach ................................................................................... 24 

2.2.2 Problematising Key Theories in Behavioural InfoSec ................................................. 26 

2.2.2.1 Theory of planned behaviour ................................................................................. 26 

2.2.2.2 Protection motivation theory ................................................................................. 26 

2.2.2.3 General deterrence theory ..................................................................................... 28 

2.2.3 Reflecting on the Literature and Generating Research Directions ............................... 28 

2.3 Overview of InfoSec Climate and its Formation Process ................................................... 31 

2.3.1 Organisational Climate ................................................................................................. 31 

2.3.2 InfoSec Climate ............................................................................................................ 33 

2.3.3 The Formation of InfoSec Climate ............................................................................... 34 

2.3.4 InfoSec Climate and InfoSec Culture ........................................................................... 36 

2.4 Applying SNA Methods to Study Organisational Phenomena ........................................... 39 

2.4.1 The Development of SNA ............................................................................................ 39 

2.4.2 SNA and Organisational Research ............................................................................... 40 

2.4.3 Adopting SNA Methods to Investigate Formation of an InfoSec Climate .................. 42 

2.5 Chapter Summary................................................................................................................ 42 

Chapter 3: Research Design and Methods ............................................................................... 44 

3.1 Selecting a Suitable Research Approach ............................................................................. 46 

3.2 The Action Research Approach .......................................................................................... 47 

3.2.1 Action Research in Information Systems and InfoSec Fields ...................................... 47 



v 

3.2.2 Epistemological Foundation of Action Research ......................................................... 48 

3.2.3 Core Characteristics of Action Research ...................................................................... 49 

3.2.4 Forms of Action Research ............................................................................................ 49 

3.2.5 Selecting the Appropriate Action Research Form ........................................................ 52 

3.3 Canonical Action Research Design ..................................................................................... 52 

3.3.1 Research Environment and Control Structure .............................................................. 53 

3.3.2 Active Collaboration .................................................................................................... 55 

3.3.3 Iterative Process Model ................................................................................................ 55 

3.4 Achieving Canonical Action Research Rigour ................................................................... 57 

3.4.1 Seven Strategies for Achieving Action Research Rigour............................................. 58 

3.4.2 Five Principles of Canonical Action Research Rigour ................................................. 59 

3.4.3 Adopting the Cyclical Process Model to Guide the Execution of CAR Stages ........... 60 

3.5 Social Network Analysis as the Primary Research Method ................................................ 61 

3.5.1 Descriptive Network Analysis...................................................................................... 62 

3.5.2 Inferential Network Analysis ....................................................................................... 63 

3.5.3 Applying Social Network Analysis to Design and Implement Interventions .............. 65 

3.6 Structure of the CAR Project with TTT .............................................................................. 66 

3.7 Chapter Summary................................................................................................................ 71 

Chapter 4: Canonical Action Research Clientôs ProfileïïTTT Corporation  ....................... 72 

4.1 Overview of TTT Corporation ............................................................................................ 72 

4.2 TTT Corporationôs Goods and Services ............................................................................. 75 

4.3 Initial Canonical Action Research Meeting with TTT ........................................................ 75 

4.3.1 TTT Top Managementôs Motivations to Improve InfoSec .......................................... 75 

4.3.2 Vice Director of the BSP Departmentôs Motivations to Improve InfoSec ................... 76 

4.3.3 The ResearcherïClient Agreement and Appointment of the Project Team ................. 78 

4.4 Chapter Summary................................................................................................................ 79 

Chapter 5: Diagnosis StageðUnderstanding InfoSec Issues at TTT and InfoSec 

Implementation in the Vietnamese Context ............................................................................. 80 

5.1 Diagnosis ............................................................................................................................. 81 

5.2 Internal Risk Assessment with Department Managers ....................................................... 83 

5.2.1 Action Planning ............................................................................................................ 83 

5.2.2 Action Taking ............................................................................................................... 84 

5.2.3 Evaluation ..................................................................................................................... 86 

5.3 Exploring Critical Factors and Methods for Effective InfoSec Implementation in 

Vietnam................................................................................................................................. 92 

5.3.1 Action Planning ............................................................................................................ 92 

5.3.2 Action Taking ............................................................................................................... 93 

5.3.3 Evaluation ..................................................................................................................... 94 

5.3.3.1 Critical factors for designing InfoSec implementation .......................................... 98 

5.3.3.2 Critical factors for communicating InfoSec ........................................................ 100 

5.3.3.3 Methods and tools to communicate InfoSec ........................................................ 105 

5.4 Reflection .......................................................................................................................... 109 

5.4.1 Reflection on the Issues Related to InfoSec Climate at TTT ..................................... 109 

5.4.2 Reflection on the Critical Factors and Methods for Implementing an InfoSec Change 

Program at TTT........................................................................................................... 110 

5.4.3 Reflection on the InfoSec Implementation Approach at TTT .................................... 111 

5.5 Chapter Summary.............................................................................................................. 112 

Chapter 6: Action Planning StageðInvestigating InfoSec Environment before the Change 

Program and Identifying Champions for InfoSec Diffusion ................................................. 114 

6.1 Diagnosis ........................................................................................................................... 115 

6.2 Action Planning ................................................................................................................. 117 



vi 

6.2.1 Theoretical Background for Social Influence ............................................................ 117 

6.2.2 Conceptualising Characteristics and Interactions of InfoSec Influencers .................. 119 

6.2.3 Measuring InfoSec Climate Perceptions .................................................................... 122 

6.2.4 The Instrumental Theory to Identify Influential InfoSec Champions ........................ 125 

6.3 Action Taking.................................................................................................................... 127 

6.3.1 Data Collection ........................................................................................................... 127 

6.3.2 Descriptive Analysis .................................................................................................. 130 

6.3.2.1 Nodeôs centrality and clusters ............................................................................. 130 

6.3.2.2 Network statistics ................................................................................................. 136 

6.3.2.3 Triad census ......................................................................................................... 138 

6.3.3 Exponential Random Graph Modelling ..................................................................... 141 

6.3.3.1 Effects of background characteristics on InfoSec influence ................................ 144 

6.3.3.2 Effects of socialisation on InfoSec influence ....................................................... 145 

6.3.3.3 Effects of networkôs structural characteristics on InfoSec influence .................. 146 

6.3.4 Calculating Network Centrality of InfoSec Champions ............................................. 147 

6.4 Evaluation ......................................................................................................................... 148 

6.5 Reflection .......................................................................................................................... 150 

6.5.1 Reflection on the Use of Theory of Social Power Bases ........................................... 150 

6.5.2 Reflection on the Selection of InfoSec Champions .................................................... 150 

6.5.3 Reflection on Further Actions .................................................................................... 152 

6.6 Chapter Summary.............................................................................................................. 153 

Chapter 7: Action Taking StageðConducting InfoSec Training for the Champions and 

Implementing the InfoSec Change Program .......................................................................... 155 

7.1 Diagnosis ........................................................................................................................... 156 

7.2 Action Planning ................................................................................................................. 156 

7.2.1 InfoSec Training Content ........................................................................................... 156 

7.2.2 Key Elements for Effective InfoSec Training ............................................................ 159 

7.2.3 Experiential Learning Cycle-Based InfoSec Training Approach ............................... 162 

7.3 Action Taking.................................................................................................................... 165 

7.3.1 Adjusting the Experiential Learning Cycle-Based InfoSec Training Approach ........ 165 

7.3.2 Conducting the InfoSec Training ............................................................................... 168 

7.3.3 The Championsô InfoSec Proposals ........................................................................... 170 

7.3.4 The Diffusion of InfoSec Knowledge ........................................................................ 174 

7.4 Evaluation ......................................................................................................................... 175 

7.5 Reflection .......................................................................................................................... 176 

7.6 Chapter Summary.............................................................................................................. 176 

Chapter 8: Evaluation and Reflection StageðEvaluating the InfoSec Change Programôs 

Effectiveness .............................................................................................................................. 179 

8.1 Diagnosis ........................................................................................................................... 180 

8.2 Action Planning ................................................................................................................. 183 

8.2.1 Overview of Stochastic Actor-Oriented Modelling ................................................... 185 

8.2.2 Strategy for Developing Stochastic Actor-Oriented Models...................................... 186 

8.3 Action Taking.................................................................................................................... 188 

8.3.1 Data Collection ........................................................................................................... 189 

8.3.2 Summary of the Stochastic Actor-Oriented Modelling Process ................................ 190 

8.3.3 The Formation Mechanisms of InfoSec Climate ....................................................... 192 

8.3.4 The Contributing Factors of InfoSec Influence .......................................................... 193 

8.3.5 Establishing KPIs for Evaluating Network Changes ................................................. 195 

8.3.6 Examining the Visualisations of InfoSec-Related Networks ..................................... 198 

8.3.7 Evaluating Changes in the Structures of InfoSec-Related Networks ......................... 203 

8.4 Evaluation ......................................................................................................................... 209 

8.5 Reflection .......................................................................................................................... 210 



vii  

8.5.1 Reflection on the Championsô Diffusion of InfoSec Knowledge .............................. 210 

8.5.2 Reflection on the KPIs for Measuring Network Improvements ................................. 210 

8.5.3 Reflection on the SAOM Process ............................................................................... 212 

8.5.4 Reflection on the Formation of InfoSec Climate ....................................................... 212 

8.6 Chapter Summary.............................................................................................................. 213 

Chapter 9: Discussion and Conclusion ................................................................................... 215 

9.1 First Research Question .................................................................................................... 215 

9.2 Second Research Question ................................................................................................ 216 

9.3 Organisational Contributions ............................................................................................ 218 

9.3.1 Social Network Analysis for InfoSec Risk Assessments ........................................... 219 

9.3.2 Social Network Analysis for Selecting InfoSec Champions ...................................... 220 

9.3.3 Social Network Analysis for Improving InfoSec Environments ................................ 223 

9.3.4 Network Measures as New Metrics for Evaluating InfoSec Environments ............... 226 

9.3.5 Considerations for Implementing InfoSec Programs and InfoSec Training .............. 227 

9.4 Theoretical Contributions .................................................................................................. 232 

9.4.1 Exploring the Determinants of InfoSec Influence ...................................................... 232 

9.4.2 Mechanisms and Factors of InfoSec Climate Formation ........................................... 233 

9.5 Methodological Contributions .......................................................................................... 235 

9.5.1 Using Social Network Analysis Methods in Canonical Action Researches .............. 235 

9.5.2 Reflection on the CAR Approach .............................................................................. 238 

9.6 Evaluating the Five Principles of CAR ............................................................................. 247 

9.6.1 ResearcherïClient Agreement .................................................................................... 247 

9.6.2 Cyclical Process Model .............................................................................................. 250 

9.6.3 Theory ........................................................................................................................ 251 

9.6.4 Change through Action .............................................................................................. 253 

9.6.5 Learning through Reflection ...................................................................................... 254 

9.7 Limitations ........................................................................................................................ 256 

9.8 Future Directions for Research ......................................................................................... 257 

9.9 Conclusion......................................................................................................................... 263 

References .................................................................................................................................. 265 

Appendices ................................................................................................................................. 313 

Appendix A. Research Agreements .................................................................................. 313 

Appendix B. Ethics Approvals .......................................................................................... 318 

Appendix C. Case Study Interview Questions ................................................................. 320 

Appendix D. Conducting ERGM Analysis ....................................................................... 321 

Specification of models ....................................................................................................... 321 

List of specified terms ......................................................................................................... 322 

Model estimation ................................................................................................................. 325 

Goodness-of-fit  .................................................................................................................... 325 

Robustness check ................................................................................................................ 328 

Appendix E. Computing Single-Item InfoSec Climate Scores ....................................... 334 

Appendix F. Stochastic Actor-Oriented Modelling Process........................................... 339 

Contagion models ................................................................................................................ 339 

Assimilation models ............................................................................................................ 346 

Evaluating Goodness-of-Fit ................................................................................................ 350 

 

  



viii  

List of Tables 

Table 2.1. InfoSec Research Themes .................................................................................................... 13 

Table 2.2. Predictors of Compliance and Noncompliance (Actual and Intention to Perform) ............. 20 

Table 2.3. Predominantly Adopted Theories about Desirable InfoSec Behaviours .............................. 26 

Table 3.1. Action Research Forms ........................................................................................................ 51 

Table 3.2. Principles and Criteria of CAR Rigour ................................................................................ 59 

Table 3.3. Project Timeline ................................................................................................................... 70 

Table 4.1. List of TTT Office Buildings and Departments ................................................................... 73 

Table 5.1. Vulnerability Nodes in the InfoSec Risk Network .............................................................. 87 

Table 5.2. Threat Nodes in the InfoSec Risk Network ......................................................................... 88 

Table 5.3. Department Nodes in the InfoSec Risk Network and Number of Threats ........................... 89 

Table 5.4. Backgrounds of Interviewed InfoSec Experts ..................................................................... 93 

Table 5.5. Critical Factors for InfoSec Implementation in Vietnamese Context .................................. 96 

Table 6.1. Questions about Networks ................................................................................................. 121 

Table 6.2. Questions about InfoSec Climate Perceptions ................................................................... 124 

Table 6.3. Network Statistics .............................................................................................................. 136 

Table 6.4. Local Triadic Configurations of the Four Examined Networks ......................................... 138 

Table 6.5. Transitive Triadic Configurations of the Four Examined Networks ................................. 139 

Table 6.6. Intransitive Triadic Configurations of the Four Examined Networks ............................... 140 

Table 6.7. ERGM Results ................................................................................................................... 142 

Table 6.8. Scenarios and Probabilities of Exerting InfoSec Influence ................................................ 143 

Table 7.1. Key Elements of InfoSec Training .................................................................................... 159 

Table 7.2. The Modified Experiential Learning Cycle-Based InfoSec Training Approach to Fit the Local 

Context ................................................................................................................................................ 167 

Table 7.3. Training Workshops and Participants ................................................................................ 168 

Table 8.1. Social Influence Effects in Stochastic Actor-Oriented Modelling ..................................... 187 

Table 8.2. Summary of Stochastic Actor-Oriented Modelling Findings ............................................ 195 

Table 8.3. KPIs to Evaluate Changes in the InfoSec Support and InfoSec Influence Networks ........ 198 

Table 8.4. Network Changes Reflected by Quantitative Measures..................................................... 206 

Table 8.5. Changes in Within-Department Densities.......................................................................... 207 

Table 8.6. Changes in Departmentsô Out-Degrees.............................................................................. 208 

Table 8.7. Summary of the Evaluation of Changes in the InfoSec-Related Networks ....................... 209 

Table 9.1. Summary of Organisational Contributions and Recommendations ................................... 231 

Table 9.2. Summary of Theoretical Contributions and Recommendations ........................................ 235 

Table 9.3. Comparison between the Collaborative Action Research and the Collaborative Practice 

Research Approach ............................................................................................................................. 241 



ix 

Table 9.4. Summary of Methodological Contributions and Recommendations ................................. 247 

Table 9.5. Criteria for the Principle of ResearcherïClient Agreement ............................................... 248 

Table 9.6. Criteria for the Principle of Cyclical Process Model ......................................................... 250 

Table 9.7. Criteria for the Principle of Theory ................................................................................... 251 

Table 9.8. Criteria for the Principle of Change through Action .......................................................... 253 

Table 9.9. Criteria for the Principle of Learning through Reflection .................................................. 254 

Table D.1. Terms Included in the Models .......................................................................................... 323 

Table D.2. Comparison of Results of Model 3 and Robustness Check Model ................................... 330 

Table D.3. Results of the Three Models ............................................................................................. 331 

Table D.4. List of InfoSec Champions ............................................................................................... 332 

Table E.1. Convergent Validity .......................................................................................................... 337 

Table E.2. Itemsô Factor Scores of Climate Perceptions at Time 1 (pre-change program) and Time 2 

(post-change program) ........................................................................................................................ 338 

Table E.3. Sample Answers for Questions about Climate Perception of Direct Supervisorsô InfoSec 

Behaviours .......................................................................................................................................... 338 

Table F.1. Results of Weighted Average Contagion Model ............................................................... 341 

Table F.2. Results of Weighted Total Contagion Model .................................................................... 343 

Table F.3. Score Test Results for the Weighted Total Contagion Effects .......................................... 344 

Table F.4. Results of the Weighted Total Assimilation Model ........................................................... 347 

Table F.5. Score Test Results for the Weighted Total Assimilation Effects ...................................... 349 

Table F.6. Score Test Results for the Weighted Average Assimilation Effects ................................. 349 

 

  



x 

List of Figures 

Figure 1.1. Thesis Structure .................................................................................................................... 8 

Figure 2.1. Structure of Chapter 2......................................................................................................... 11 

Figure 2.2. Taxonomy of End-Usersô InfoSec Behaviours ................................................................... 16 

Figure 2.3. The Self-Determination Continuum ................................................................................... 19 

Figure 2.4. Security Action Cycle ......................................................................................................... 22 

Figure 2.5. Extended Security Action Cycle ......................................................................................... 23 

Figure 3.1. Structure of Chapter 3......................................................................................................... 45 

Figure 3.2. CAR Process ....................................................................................................................... 56 

Figure 3.3. Using Network Visualisation to Understand the Like-Minded Nature of Political Bloggers

 .............................................................................................................................................................. 62 

Figure 3.4. Illustration of Relational Data ............................................................................................ 63 

Figure 3.5. Summary of the CAR Project (Diagnosis and Action Planning stages) ............................. 68 

Figure 3.6. Summary of the CAR Project (Action Taking and Evaluation and Reflection Stages) ..... 69 

Figure 4.1. Structure of Chapter 4......................................................................................................... 72 

Figure 4.2. Organisational Chart of TTT .............................................................................................. 73 

Figure 4.3. The Project Management and Construction Departments in the Headquarter Building .... 74 

Figure 4.4. The Factory Division in Binh Duong ................................................................................. 74 

Figure 5.1. Summary of Chapter 5 ........................................................................................................ 81 

Figure 5.2. Sample Risk Register Spreadsheet ..................................................................................... 85 

Figure 5.3. Network of InfoSec Risks in TTT ...................................................................................... 86 

Figure 5.4. Similarities between Departments in Terms of Exposure to InfoSec Threats .................... 90 

Figure 5.5. ISO 27001 Standardôs Plan-Do-Check-Act Framework .................................................... 95 

Figure 5.6. Summary of the Diagnosis Stage ...................................................................................... 113 

Figure 6.1. Structure of Chapter 6....................................................................................................... 115 

Figure 6.2. Theoretical Model of the Action Planning Stage ............................................................. 127 

Figure 6.3. Gender Ratio (n = 264) ..................................................................................................... 128 

Figure 6.4. Seniority Ratio (n = 264) .................................................................................................. 128 

Figure 6.5. Age Distribution (n = 264) ............................................................................................... 128 

Figure 6.6. Tenure Distribution (n = 264) ........................................................................................... 129 

Figure 6.7. Number of Employees per Department (n = 264) ............................................................ 130 

Figure 6.8. Instrumental Network ....................................................................................................... 132 

Figure 6.9. Expressive Network .......................................................................................................... 133 

Figure 6.10. InfoSec Support Network ............................................................................................... 134 

Figure 6.11. InfoSec Influence Network ............................................................................................. 135 

Figure 6.12. Summary of the Action Planning Stage ......................................................................... 154 



xi 

Figure 7.1. Structure of Chapter 7....................................................................................................... 155 

Figure 7.2. Evaluation of InfoSec Training Approaches .................................................................... 163 

Figure 7.3. InfoSec Proposal Prepared by Champions of the Construction Department .................... 171 

Figure 7.4. Summary of Research Activities ...................................................................................... 175 

Figure 7.5. Summary of the Action Taking Stage .............................................................................. 178 

Figure 8.1. Structure of Chapter 8....................................................................................................... 180 

Figure 8.2. Cartoons to Raise InfoSec Awareness in the Workplace ................................................. 182 

Figure 8.3. Theoretical Model............................................................................................................. 186 

Figure 8.4. InfoSec Support Network before the Change Program .................................................... 200 

Figure 8.5. InfoSec Support Network after the Change Program ....................................................... 201 

Figure 8.6. InfoSec Influence Network before the Change Program .................................................. 202 

Figure 8.7. InfoSec Influence Network after the Change Program ..................................................... 203 

Figure 8.8. Summary of the Evaluation and Reflection Stage ............................................................ 214 

Figure 9.1. Generic Action Research Approach ................................................................................. 241 

Figure 9.2. Extended Canonical Action Research Process Model ...................................................... 246 

Figure 9.3. Brokerage Roles ............................................................................................................... 258 

Figure A.1. Letter of Approval to Conduct Research with TTT Corporation .................................... 313 

Figure A.2. Research Agreement with TTT Corporation (Page 1 of 4).............................................. 314 

Figure A.3. Research Agreement with TTT Corporation (Page 2 of 4).............................................. 315 

Figure A.4. Research Agreement with TTT Corporation (Page 3 of 4).............................................. 316 

Figure A.5. Research Agreement with TTT Corporation (Page 4 of 4).............................................. 317 

Figure B.1. Ethics Approval for Data Collection (Case Study) .......................................................... 318 

Figure B.2. Ethics Approval for Data Collection (Network Surveys) ................................................ 319 

Figure D.1. Goodness-of-Fit of Model 1 ............................................................................................ 326 

Figure D.2. Goodness-of-Fit of Model 2 ............................................................................................ 327 

Figure D.3. Goodness-of-Fit of Model 3 ............................................................................................ 328 

Figure D.4. Goodness-of-Fit of the Robustness Check Model ........................................................... 329 

Figure E.1. Measurement Model of Perception of Colleaguesô InfoSec Behaviours ......................... 335 

Figure E.2. Measurement Model of Perception of Direct Supervisorsô InfoSec Behaviours ............. 336 

Figure F.1. The Modelling Process for the Contagion Models ........................................................... 346 

Figure F.2. The Modelling Process for the Assimilation Models ....................................................... 350 

Figure F.3. Goodness-of-Fit of Weight Total Contagion Model ........................................................ 351 

Figure F.4. Goodness-of-Fit of Weight Total Contagion Model ........................................................ 352 

Figure F.5. Goodness-of-Fit of Weight Average Assimilation Model ............................................... 353 

Figure F.6. Goodness-of-Fit of Weight Total Assimilation Model..................................................... 354 

 

  



 

xii  

List of Publications 

Publications from the thesis 

Dang-Pham, D, Kautz, K, Pittayachawan, S, & Bruno, V 2017, óA canonical action research 

approach to the effective diffusion of information security with social network analysisô, 

International Journal of Systems and Society, vol. 4, no. 2, pp. 22ï43 (doi: 

2010.4018/IJSS.2017070103). 

Dang-Pham, D, Kautz, K, Pittayachawan, S, & Bruno, V 2017, óUnderstanding the formation 

of information security climate perceptions: a longitudinal social network analysisò, in 

Proceedings of the Australasian Conference on Information Systems (ACIS 2018), 

Universtiy of Tasmania, Hobart, TAS, pp. 1ï11. [ACS Best Paper Award (Third 

Place)] 

Dang-Pham, D, Pittayachawan, S, & Bruno, V 2017, óApplications of social network analysis 

in behavioural information security research: concepts and empirical analysisô, 

Computers & Security, vol. 68, pp. 1ï15 (doi: 10.1016/j.cose.2017.03.010). [ERA=A; 

SJR=Q1] 

Dang-Pham, D, Pittayachawan, S, & Bruno, V 2017, óApplying network analysis to investigate 

interpersonal influence of information security behaviours in the workplaceô, 

Information & Management, vol. 54, no. 5, pp. 625ï637 (doi: 

10.1016/j.im.2016.12.003). [ERA=A* ; SJR=Q1] 

Dang-Pham, D, Pittayachawan, S, & Bruno, V 2017, óExploring behavioral information 

security networks in an organizational context: an empirical case studyô, Journal of 

Information Security and Applications, vol. 34 (Part 1), pp. 46ï62 (doi: 

10.1016/j.jisa.2016.06.002).  

Dang-Pham, D, Pittayachawan, S, and Bruno, V 2016, óImpacts of security climate on 

employeesô sharing of security advice and troubleshooting: Empirical networksô, 

Business Horizons, vol. 59, no. 6, pp. 571ï584 (doi: 10.1016/j.bushor.2016.07.003). 

Dang-Pham, D, Pittayachawan, S & Bruno, V 2015, óFactors of people-centric security climate: 

conceptual model and exploratory study in Vietnamô, in Proceedings of the 



xiii  

Australasian Conference on Information Systems (ACIS 2015), University of South 

Australia, Adelaide, SA, pp. 1ï14. 

Dang-Pham, D, Pittayachawan, S & Bruno, V 2015, óInvestigating the formation of information 

security climate perceptions with social network analysis: a research proposalô, in 

Proceedings of the Pacific Asia Conference on Information Systems (PACIS 2015), 

National University of Singapore, Singapore, pp. 1ï10. 

Relevant publications during the PhD candidature 

Dang-Pham, D and Nkhoma, M 2017, óEffects of team collaboration on sharing information 

security advice: insights from network analysisô, Information Resources Management 

Journal, vol. 30, no. 3, pp. 58ï72 (doi: 10.4018/IRMJ.2017070104). 

Dang-Pham, D, Pittayachawan, S, Bruno, V, & Kautz, K 2017, óInvestigating the diffusion of 

IT consumerization in the workplace: a case study using social network analysisô, 

Information Systems Frontiers, pp. 1ï15 (doi: 10.1007/s10796-017-9796-5). [ERA=A; 

SJR=Q2] 

Dang-Pham, D, Pittayachawan, S, & Bruno, V 2017, óInvestigation into the formation of 

information security influence: network analysis of an emerging organisationô, 

Computers & Security, vol. 70, pp. 111ï123. [ERA=A; SJR=Q1] 

Dang-Pham, D, Pittayachawan, S, & Bruno, V 2017, óWhy employees share information 

security advice? Exploring the contributing factors and structural patterns of security 

advice sharing in the workplaceô, Computers in Human Behavior, vol. 67, pp. 196ï206 

(doi: 10.1016/j.chb.2016.10.025). [ERA=B; SJR=Q1] 

Pham, HC, Dang-Pham, D, Brennan, L, & Richardson, J 2017, óInformation security and 

people: a conundrum for complianceô, Australasian Journal of Information Systems, 

vol. 21, pp. 1ï16 (doi: 10.3127/ajis.v21i0.1321). [ERA=A]  

Dang-Pham, D, Pittayachawan, S & Bruno, V 2016, óWho influences information security 

behaviours of young home computer users in Vietnam? An ego-centric network analysis 

approachô, in Proceedings of the Australasian Conference on Information Systems 

(ACIS 2016), Universtiy of Wollongong, Wollongong, NSW, pp. 1ï11. 



xiv 

Dang-Pham, D & Pittayachawan, S 2015, óComparing intention to avoid malware across 

contexts in a BYOD-enabled Australian university: a protection motivation theory 

approachô, Computers & Security, vol. 48, pp. 281ï297 (doi: 

10.1016/j.cose.2014.11.002). [ERA=A; SJR=Q1] 

Dang-Pham, D, Pittayachawan, S & Bruno, V 2014, óTowards a complete understanding of 

information security misbehaviours: a proposal for future research with social network 

analysis approachô, in Proceedings of the Australasian Conference on Information 

Systems (ACIS 2014), Auckland University of Technology, Auckland, New Zealand, 

pp. 1ï10. 

Dang, D. 2014, óPredicting insiderôs malicious security behaviours: a general strain theory-

based conceptual modelô, in Proceedings of the International Conference on 

Information Resources Management (Conf-IRM 2014), Ton Duc Thang University, Ho 

Chi Minh City, Vietnam, pp. 1ï11. 

  



xv 

List of Abbreviations 

AR   action research 

BSP   Business Solutions Provider 

CAR   canonical action research 

CPR   collaborative practice research 

CPM   cyclical process model 

ERGM   exponential random graph modelling 

GDT   general deterrence theory 

HR   human resource 

InfoSec  information security 

IT   information technology 

KPI   key performance indicator 

NIST   National Institute of Standards and Technology 

PMT   protection motivation theory 

RCA   researcherïclient agreement 

SNA   social network analysis 

SAO   stochastic actor-oriented 

SAOM   stochastic actor-oriented modelling 

TPB   theory of planned behaviour 

TTT   TTT Corporation 



 

xvi 

Abstract 

The management of organisational information security (InfoSec) has gained importance due 

to the rise of new and sophisticated cyberthreats with technical measures alone no longer 

comprising effective organisational InfoSec. In addition to technical measures, organisations 

need to transform their employees into InfoSec-aware end-users who actively contribute to the 

maintenance and improvements of organisational InfoSec. It is imperative to develop a positive 

InfoSec climate in the workplace where priority of InfoSec-related matters is understood and 

recognised by all employees. 

The concept of an InfoSec climate focuses on the interactions between employees and their 

work environment, including the InfoSec behaviours performed by colleagues and by direct 

supervisors. These interactions promote the priority of InfoSec in the organisation. Improving 

the understanding of these interactions enables scholars and practitioners to design 

management models and strategies to develop people-centric InfoSec workplaces where 

employees receive InfoSec-related resources in a positive InfoSec climate. These interactions 

provide a social network within the workplace and their impact on the formation of an InfoSec 

climate is the focus of this thesis. Previously, most behavioural InfoSec studies have focused 

on the cognitive and behavioural aspects of employees as separate individuals. 

This thesis investigates the factors and mechanisms that contribute to the formation of an 

InfoSec climate by conducting a canonical action research (CAR) project in collaboration with 

a large construction enterprise in Vietnam. The business objective of this CAR project focused 

on improving the organisationôs InfoSec environment. A social network analysis (SNA) 

approach was used to examine the impacts of employeesô networks of InfoSec-related 

interactions on the formation of their perceptions of an InfoSec climate. The adoption of SNA 

methods also supported the achievement of the business objective. 

The CAR project consisted of four research stages which began with diagnosing InfoSec issues 

and understanding the critical factors and methods for effective InfoSec implementation in the 

Vietnamese context. At the end of the diagnosis stage, the project team decided to improve the 

InfoSec environment through a diffusion of InfoSec knowledge. In the action planning stage, 

SNA methods were employed to identify influential champions. These champions then 

received InfoSec training in the action taking stage and carried out the diffusion of InfoSec 
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knowledge at the end of this iteration. In the evaluation and reflection stage, SNA was 

performed to quantitatively evaluate the changes in the InfoSec environment and to examine a 

theoretical model which described the formation of employeesô perceptions of the InfoSec 

climate. 

The evaluationôs findings indicated that the InfoSec environment of the organisation had 

achieved the intended improvements, including the selected champions emerging as prominent 

sources of InfoSec support and InfoSec influence and employeesô provision of InfoSec support 

becoming more active after the championsô diffusion of InfoSec knowledge. The SNA findings 

further indicated that employees received InfoSec influence from colleagues they trusted and 

from those that provided them with work advice, organisational updates, personal advice and 

InfoSec support. Employeesô number of InfoSec influencers, department membership and 

champion status were identified as the factors that facilitated the InfoSec influence between 

them and contributed to improved perceptions of the InfoSec climate. In addition to the 

structural mechanisms of the InfoSec influence network, which contributed to InfoSec climate 

formation, employeesô perceptions of colleaguesô and direct supervisorsô InfoSec behaviours 

also had different formation mechanisms. 

This research provides contributions to practice, theory and methodology. It demonstrates the 

practical adoption of SNA approach to improve organisational InfoSec, through employing the 

approachôs methods and metrics to evaluate an InfoSec environment and to identify InfoSec 

champions. The research elaborates on the formation mechanisms of an InfoSec climate and 

extends theoretical knowledge on this formation process. The examination of theories about 

networks and social influence also suggests the influential traits of InfoSec champions. The 

methodological contributions focus on the separate and combined use of SNA methods with 

the CAR approach to investigate behavioural InfoSec-related phenomena. The research also 

proposes further improvements to the CAR approach. 
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Chapter 1: Introduction  

Information security (InfoSec) has become a priority for organisations in recent years, 

accompanying the increasing adoption of technology trends such as cloud computing (Ballabio 

2013), mobile devices and consumer technologies for work purposes (Harris, Ives & Junglas 

2011; Singh 2012) and big data (Constantine 2014; Everett 2015). In a survey by PwC (2016), 

59 per cent of more than 10,000 information technology (IT)/InfoSec executives reported their 

investment in InfoSec has been affected by the digitalisation of their businesses. In a survey 

conducted by EY (2017), 53 per cent of 1,735 C-suite leaders and IT/InfoSec executives 

reported an increased InfoSec budget, yet 87 per cent stated a lack of confidence in their 

organisationôs InfoSec. Reports by other InfoSec institutes have also found a pattern of 

increased organisational InfoSec budgets over the last three years (Cisco 2017; Filkins 2016; 

Ponemon Institute 2016). 

The recent worldwide increase in InfoSec spending was in response to the growing number of 

InfoSec threats associated with the adoption of mobile devices and cloud infrastructure, but 

was also prompted by security concerns regarding employees (Cisco 2017; EY 2017; Ponemon 

Institute 2016; PwC 2016; Symantec 2017). While the InfoSec threats from the adoption of 

mobile devices and cloud computing are linked to emerging technology trends and 

management practices such as Bring Your Own Device (BYOD), IT consumerisation and 

digitising workplace (Crossler et al. 2014; Harris, Ives & Junglas 2011; Miller, Voas & 

Hurlburt 2012; Niehaves, Köffer & Ortbach 2012; Thomson 2012; White 2012), InfoSec issues 

related to employees persist in modern organisations. Employees have been consistently 

regarded by scholars as the weakest link in organisational InfoSec (Bulgurcu, Cavusoglu & 

Benbasat 2010a; Crossler et al. 2013; Guo et al. 2011; Ifinedo 2014; Safa, von Solms & Futcher 

2016; Sasse, Brostoff & Weirich 2001; Warkentin & Willison 2009). In the context of ongoing 

worldwide efforts to improve organisational InfoSec, this thesis seeks to develop a practical 

and novel approach to improve the InfoSec environment through empowering its human-

related factors. 
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1.1 Research Overview 

I adopted a canonical action research (CAR) approach and collaborated with a large 

construction enterprise in VietnamðTTT Corporation (TTT)ðto improve their organisational 

InfoSec. In doing so, I examined the practical applications of social network analysis (SNA) 

methods to identify and utilise champions for the diffusion of InfoSec knowledge with the aim 

to increase employeesô provisions of InfoSec support and InfoSec influence in the workplace. 

Throughout the thesis I demonstrated the previously unexplored use of SNA methods to 

investigate the impacts of employeesô social networks on their InfoSec perceptionsða factor 

overlooked by traditional behavioural InfoSec research. In particular, I investigated the factors 

and mechanisms of the formation process of the InfoSec climate represented by employeesô 

perceptions of their colleaguesô and direct supervisorsô InfoSec behaviours (Chan, Woon & 

Kankanhalli 2005; Goo, Yim &  Kim 2014; Jaafar & Ajis 2013). 

The thesis offers organisational contributions concerning the application of SNA to evaluate 

and improve an InfoSec environment with network-based interventions by leveraging 

influential champions to diffuse InfoSec knowledge. Moreover, the thesis extends current 

knowledge about the determinants of employeesô InfoSec influence and the formation process 

of an InfoSec climate. Finally, this thesis provides methodological recommendations about the 

combined and separate uses of SNA methods and the CAR approach. 

1.2 Research Motivation 

The requirements for effective InfoSec management have extended beyond investing solely in 

technical measures (Anderson & Moore 2009; von Solms 2001), demanding attention be paid 

to socio-organisational facets of the workplace (Crossler et al. 2013; Willison & Warkentin 

2013). Consequently, it is crucial for organisations to gain the knowledge of how employees 

perceive organisational InfoSec and how they perform InfoSec behaviours (Padayachee 2012; 

Sommestad et al. 2014). 

Recent studies have investigated a wide range of employeesô InfoSec perceptions and 

behaviours such as InfoSec compliance (Herath & Rao 2009a; Lee, Larose & Rifon 2008; 

Siponen, Pahnila & Mahmood 2007; Siponen, Mahmood & Pahnila 2014; Vance, Siponen & 

Pahnila 2012) or InfoSec avoidance (Liang & Xue 2010). Other studies have examined reasons 

for employeesô careless mistakes or intentional misbehaviours (DôArcy & Devaraj 2012; Guo 



3 

& Yuan 2012; Siponen & Vance 2010; Workman, Bommer & Straub 2008). These studies 

identified the antecedents of both desirable and undesirable InfoSec behaviours, thereby 

enabling practitioners to formulate appropriate strategies to manage these behaviours. 

However, there remains a gap in the current body of knowledge on behavioural InfoSec which 

demands further investigation. 

The reason for this gap lies in prior studiesô focus on InfoSec behaviours and cognition of 

employees as separate individuals, overlooking the effects and features of the interactions and 

relationships between employees. Although InfoSec-related interactions and relationships have 

been examined by some studies, such as employeesô sharing of InfoSec advice (Safa, von 

Solms & Futcher 2016), social learning (Warkentin, Johnston & Shropshire 2011) or social 

influence (Herath & Rao 2009a; Ifinedo 2014), these interactions and relationships were also 

conceptualised as employeesô cognitive factors. Therefore, the individual employees were the 

main unit of analysis in these studies. 

The features of InfoSec-related interactions and relationships as a network have not been 

captured by prior studies, resulting in the omission of critical factors such as the roles of 

employees in these InfoSec-related networks and their social cliques. By shifting the research 

focus to the interactions and relationships that tie employees together, the effects of 

individualsô personal characteristics on their interactions or relationships can be identified. This 

enables holistic examination of InfoSec-related phenomena while accounting for 

characteristics of both the sender and receiver of an interaction or a relationship, instead of 

focusing on either of these ends as has been done in previous behavioural InfoSec research 

(i.e., studying how an individual employee perceives the environment and acts on his or her 

own perceptions). 

By shifting the research focus onto the networks of InfoSec-related interactions and 

relationships this thesis does not solely aim at filling  the current knowledge gap, but undertakes 

a problematisation approach (Alvesson & Kärreman 2007; Alvesson & Sandberg 2011; 

Sandberg & Alvesson 2010) to explore new research directions in the behavioural InfoSec 

field. The problematisation approach provides the method to identify and critically examine 

the assumptions of predominantly adopted theories, providing a basis for interesting and novel 

research questions. This problematisation approach will be elaborated on in the next chapter. 
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Exploring the proposed research directions requires a method to effectively analyse the 

networks of InfoSec-related interactions and relationships (e.g., provision of InfoSec support 

and InfoSec influence). SNA methods are most appropriate for analysing these networks 

(Borgatti, Everett & Johnson 2013; Hanneman & Riddle 2005; Otte & Rousseau 2002). I 

employed the SNA methods to design the interventions in a CAR project to enhance the 

InfoSec environment of a collaborating organisation. The potential of using SNA methods for 

advancing scholarly knowledge was examined by applying these methods to test a theoretical 

model that described the formation of the collaborating organisationôs InfoSec climate. The 

decision to study the formation of an InfoSec climate as the thesisô focal theoretical interest 

was in line with the collaborating organisationôs business objective, which aimed at improving 

their employeesô perceptions of the InfoSec environment. The perceptions of InfoSec climate 

describe how employees perceive their colleagues and direct supervisorsô InfoSec behaviours 

(Chan, Woon & Kankanhalli 2005; Goo, Yim &  Kim 2014; Jaafar & Ajis 2013). The 

motivations for this CAR project were, therefore, influenced by the collaborating 

organisationôs business objective. 

The research project was conducted in Vietnam, a developing country in Southeast Asia. In 

terms of internet penetration, Vietnam was ranked 13th in the world in 2016 with 52 per cent 

of the countryôs population having access to the internet (Internet Live Stats 2016). However, 

the current InfoSec landscape in Vietnam requires urgent attention. Vietnam was among the 

top five countries most vulnerable to computer viruses (Kaspersky 2014). A recent whitebook 

on IT in Vietnam (Vietnam MIC 2014) reported that only 30 per cent of organisations in the 

country had implemented InfoSec policies and protective measures. In 2016 and 2017, 

numerous InfoSec incidents impacted companies and crucial infrastructures in Vietnam 

including the countryôs international airport (Blake 2016; Lich 2016; Tuoi Tre News 2017). 

Recently, the Vietnamese Minister of Information and Communication pledged the dedication 

of resources and support until 2020 to improve the countryôs IT and InfoSec infrastructures 

(VietNamNet Bridge 2017). That InfoSec-related topics are pressing issues to organisations in 

Vietnam further motivated this thesis to explore the practical applications of SNA methods as 

an effective and efficient tool to improve organisational InfoSec in Vietnam. 
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1.3 Research Scope and Objectives 

1.3.1 Research Objectives 

I employed a CAR approach which pursues two types of objectivesðscholarly and business 

objectives. The scholarly objectives were to investigate the formation of an InfoSec climate 

and explore the applications of SNA methods for improving organisational InfoSec. The 

business objective of the collaborating organisation was to improve their InfoSec environment. 

1.3.2 Research Context 

For this CAR project, I collaborated with an industry partner, TTT1, one of the largest 

construction enterprises in Vietnam in operation since 1992. TTT focuses on delivering interior 

design and fitting to multinational clients in Vietnam and Myanmar, while its sister company, 

Gamma Chairs2, specialises in manufacturing and exporting high-quality furniture worldwide. 

TTT attracts 100 to 300 projects annually and employs more than 300 permanent full -time 

employees at three offices in Ho Chi Minh City and Ha Noi, and more than 800 skilled workers 

at the factory complex and various construction sites in Vietnam and Myanmar. TTT is 

respected by clients and competitors as an innovative construction enterprise in the interior 

design and fitting market in Vietnam. TTT prides itself on being the first construction company 

in Vietnam to adopt technologies such as customer relationship management and enterprise 

resource planning systems to support its operations. Most recently, the company pioneered the 

emerging eco-friendly architecture practices in Vietnam. 

Due to rapid growth, the top management at TTT started to improve the companyôs digital 

operations and corporate image. In doing so, they decided to pursue excellence in InfoSec 

governanceðInfoSec issues, which included employeesô inefficient and insecure use of 

confidential information and IT applications, had been identified by their staff. For example, 

the disorganised files and folders on the companyôs servers can hinder critical business 

processes such as project bidding and increase the risk of leaking confidential information. 

When I approached TTT and presented my thesis proposal, the top management found the 

                                            

1 http://www.tttcorporation.com 

2 http://www.gammachairs.com.vn 



6 

proposal aligned with their business objectives and agreed to collaborate with me in this 

research project. 

1.4 Research Questions 

In line with the research objectives formulated above, this thesis seeks to answer the following 

research questions: 

RQ1: What are the factors and mechanisms that contribute to the formation of an 

InfoSec climate? 

RQ2: How can SNA methods be used for improving organisational InfoSec? 

1.5 Research Contributions 

The contributions of this thesis fall into three groups, 1) organisational contributions, 2) 

theoretical contributions and 3) methodological contributions. 

This thesis produced organisational improvements in the InfoSec environment at TTT by 

increasing the provision of InfoSec support and InfoSec influence between employees. SNA 

methods were applied to conduct a risk assessment to quantitatively evaluate the InfoSec 

environment and to identify influential champions for the diffusion of InfoSec knowledge. TTT 

benefitted from the research, including through improved understanding of InfoSec 

implementation and receiving the materials and procedures developed from this thesis as a 

starting point for future InfoSec improvements. TTT also received a group of experienced 

champions who can continue to diffuse InfoSec knowledge in the future. Overall, the thesis 

demonstrated the applications of SNA methods to improve InfoSec environment with network-

based interventions and provided the selection criteria for appointing influential InfoSec 

champions. 

The thesis offered theoretical contributions by extending current knowledge about the 

determinants of InfoSec influence and about the mechanisms and factors that contributed to 

the formation of InfoSec climate. Specifically, I applied SNA methods to identify employeesô 

background characteristics and socialisation that increased their likelihood to exert InfoSec 

influence over each other. By doing so, I examined the theory of social power bases (Raven 

2008) in the InfoSec context and advanced knowledge about the selection criteria for InfoSec 

championsða neglected and under-researched topic with important implications. I further 
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explored the forming mechanisms of an InfoSec climate, offering explanations beyond the 

theoretical relationships between employeesô socialisation, social influence and climate 

perceptions (Ashforth 1985). Findings from SNA revealed the specific types of socialisation 

that indirectly contributed to the formation of an InfoSec climate through facilitating InfoSec 

influence between employees. Moreover, the InfoSec influence network had structural 

mechanisms which affected the occurrence of InfoSec influence, and employeesô climate 

perceptions were also found to have unique and changing tendencies over time. 

Methodological contributions concerning the combined and separate uses of the CAR approach 

and SNA methods were drawn from my reflection on the CAR process. I found that SNA 

methods can enhance the effectiveness and rigour of the CAR approach by helping researchers 

diagnose the organisational situations, design network-based interventions and provide 

network measures to quantitatively evaluate the interventionôs effectiveness. The use of SNA 

methods further facilitates action researcherïresearch client collaboration via the effective 

communication of network visualisations. I further compared the CAR approach with the 

collaborative practice research (CPR) approach (Mathiassen 2002) and proposed 

improvements to the CAR approach based on this comparison and on my reflection of the CAR 

project. 

1.6 Organisation of the Thesis 

This thesis is organised into nine chapters, illustrated in Figure 1.1 and summarised below. 
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Figure 1.1. Thesis Structure 

Chapter 1 introduces key elements such as research context, motivation, scope and objectives 

and research questions. Chapter 2 reviews the extant literature with a focus on employeesô 

InfoSec behaviours and perceptions. The chapter also explains the problematisation approach 

that motivates and shapes the thesisô research direction. Chapter 3 describes the research design 

and methods, focusing on the adoption of the CAR approach and the SNA methods. Chapter 4 

presents a detailed profile of TTT, the collaborating industry partner in this CAR project. The 

chapter also discusses the initial meeting between myself and TTTôs stakeholders from which 

the joint project properly commenced. Together, Chapters 2 to 4 establish the theoretical 

background and context of this thesis. 
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Chapter 5 describes the diagnosis stage of the CAR project consisting of two research actions. 

First, I performed a risk assessment with the department managers at TTT to diagnose the 

InfoSec issues in the workplace. Second, I conducted a case study with six external InfoSec 

experts in Vietnam to understand the critical factors and methods for InfoSec implementation 

in the Vietnamese context. These two actions were carried out as preparatory steps which 

provided feedback to the design of the InfoSec change program for TTT. 

Chapter 6 presents the action planning stage of the CAR project, where the decision and actions 

to identify the influential champions for the InfoSec change program were taken in 

consideration of the projectôs situation. At the end of this stage, 50 champions were identified 

using SNA methods and appointed for the InfoSec change program. Moreover, the networks 

of the provision of InfoSec support and InfoSec influence before the change program were 

analysed as a baseline for the evaluation of improvements. 

Chapter 7 describes the action taking stage of the CAR project, where the appointed champions 

received the InfoSec training to equip them with the necessary skills and knowledge for the 

diffusion of InfoSec knowledge to colleagues in their departments. 

Chapter 8 presents the evaluation and reflection stage of the CAR project, which took place 

four months after the diffusion of InfoSec knowledge launched at the end of the action taking 

stage. This evaluation and reflection stage evaluated the changes in the networks as 

representative of the provision of InfoSec support and InfoSec influence after the change 

program. I also performed a longitudinal SNA to explain the formation of employeesô InfoSec 

climate perceptions at TTT. 

Chapter 9 discusses the CAR projectôs research contributions, grouped into three categoriesð

organisational contributions, theoretical contributions and methodological contributions 

concerning the combined and separate uses of the CAR approach and the applied SNA 

methods. 
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Chapter 2: Literature Review 

This chapter reviews the relevant literature and introduces the major concepts, theories and 

frameworks in the behavioural InfoSec field. The chapter begins a review of the development 

of the InfoSec research field from solely focusing on technical measures to aiming to achieve 

effective InfoSec governance of all factors related to people, processes and technology. The 

theories that explain several types of employeesô InfoSec behaviours are then reviewed and 

emerging trends in the behavioural InfoSec research field are discussed. The chapter then 

discusses my adoption of the problematisation approach (Alvesson & Sandberg 2011) to 

explore new research directions in this field. The knowledge gained from this literature review 

combined with the problematisation process motivated an investigation into the formation of 

InfoSec climate by applying SNA methods. The structure of this chapter is illustrated in Figure 

2.1. 
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Figure 2.1. Structure of Chapter 2 

2.1 Overview of InfoSec Field 

The United States National Institute of Standards and Technology (NIST) defines InfoSec as 

óthe protection of information and information systems from unauthorized access, use, 

disclosure, disruption, modification, or destruction in order to provide confidentiality, integrity, 

and availabilityô (Kissel 2013, p. 94). InfoSec practitioners and researchers have also widely 

referred to the confidentiality, integrity and availability triad as a canonical definition of 
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InfoSec, referring to the objective of preserving these three facets of information (Anderson 

2003; Dhillon & Torkzadeh 2006; Huang, Lee & Kao 2006; ISO 2017; Parsons et al. 2010; 

Saint-Germain 2005; von Solms & van Niekerk 2013; Stanton et al. 2005). Moreover, InfoSec 

is often interpreted as concerning risk management activities (Blakley &  Mcdermott 2002; 

Dhillon & Torkzadeh 2006). 

The definition of InfoSec has changed over the past decade as the InfoSec research field has 

grown in importance and expanded its domains. For example, von Solms and von Solms (2005) 

state that the scope of InfoSec has grown beyond the protection of data, information and 

software to include critical business and legal implications. Similarly, InfoSec research is no 

longer considered a discipline solely focused on InfoSec technologies, but one that also 

comprises topics related to economics, psychology and management areas (Anderson & Moore 

2009; Crossler et al. 2013). The various dimensions of InfoSec research are discussed in the 

next section. 

2.1.1 The Dimensions of InfoSec Research 

Von Solms (2001) identified 13 dimensions of the InfoSec disciplineðstrategic/corporate 

governance, governance/organisational, policy, best practice, ethical, certification, legal, 

insurance, personnel/human, awareness, technical, measurement/metrics and audit. Da Veiga 

and Eloff (2007) developed an InfoSec governance framework that covered six major InfoSec 

domainsðleadership and governance, security management and organisation, security 

policies, security program management, user security management and technology protection 

and operations. Wu and Saunders (2011) compared da Veiga and Eloffôs (2007) work with the 

framework described by the NISTôs Special Publication 800 series and incorporated the budget 

dimension into the existing InfoSec framework. 

Zafar and Clark (2009) reviewed and matched the InfoSec research topics published in the 

Basket of Eightôs information systems journals with the IBM Information Security Framework 

(IBM 2006). They then categorised InfoSec research into nine themesðInfoSec governance, 

privacy, threat mitigation, transaction and data integrity, identity and access management, 

application security, physical security, personnel security and InfoSec economics (Zafar & 

Clark 2009). Blake and Ayyagari (2012) conducted text analysis to identify the topics of 

InfoSec research by examining publicationsô contents. Based on the keywords derived from 

these publications, Blake and Ayyagari (2012) found 10 InfoSec research topicsðsecurity 
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design and management, confidentiality and integrity, behavioural aspects of security, user-

level security, preventive and detective controls, database security, assessment, research 

methodology, information protection and reuse and privacy. Most recently, Silic and Back 

(2014a) combined Zafar and Clarkôs (2009) InfoSec themes with the ISO27002 model and 

determined 13 InfoSec research themes (shown in Table 2.1). 

Table 2.1. InfoSec Research Themes 

Main theme Sub-themes 

Risk assessment Risk analysis Risk estimation 

Risk identification and 

management 

Risk evaluation 

Privacy Policy, practices and controls Data, rules and objects 

Privacy and information 

management strategy 

 

Information security 

governance 

Strategy and information 

security policy 

Information security 

advisory 

Governance structure  

Framework and standards  

Asset management Site management Physical asset management 

Human resources security Workforce security Workforce education 

Organisational culture  

Physical and environmental 

security 

Physical asset management Deterrence 

Environmental security Detection 

Identification  

Human response  

Communications and 

operations management 

Operational procedures and 

responsibilities 

System planning and 

acceptance 

Third party delivery 

management 

 

Access control Identity proofing Identity lifecycle 

management 

Access control  

Information systems 

acquisition, development and 

maintenance 

Systems development life 

cycle 

Application development 

environment 

Protocols  

Information security incident 

management 

Network segmentation and 

boundary protection 

Content checking 

Vulnerability management Incident management 

Business continuity 

management 

Business Process transaction 

security 

Message protection 

Secure storage 

Database security Systems integrity 

Knowledge management 

Compliance Compliance program Standards, laws and 

regulations Information security policies 

Economics Information security 

investment 

Consumer choice 

Innovation 

Marketing 

Adopted from Silic and Back (2014a, p. 290). 
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Overall, there are several overlapping InfoSec domains and dimensions in the previous research 

frameworks and industry standards. Von Solms (2006) summarises the development of the 

InfoSec field as having progressed through four ówavesô. The first wave focused on the 

technical InfoSec issues and their preventive measures, the second wave addressed the policies 

and management of organisational InfoSec, the third wave covered best practices and 

emphasised the development of InfoSec culture, and the fourth wave focused on developing 

effective InfoSec governance frameworks that oversee all InfoSec-related matters (von Solms 

2006). Based on four major InfoSec issuesðaccess to InfoSec, secure communication, security 

management and developmentðSiponen and Oinas-Kukkonen (2007) found InfoSec research 

that contributed to these four issues fall into the organisational, conceptual and technical levels. 

The organisational level concerns aspects of human employees such as their behaviours and 

the policies to manage these employees. The conceptual level focuses on implementation-

independent specification for InfoSec such as the techniques for modelling InfoSec constraints. 

The technical level addresses the implementation of technical measures such as encryption 

algorithms (Siponen & Oinas-Kukkonen 2007). 

An important dimension of InfoSec research is end-users. The management of end-usersô 

InfoSec awareness and compliance with InfoSec policies is an integral part of InfoSec 

governance, which is the focus of the fourth wave development of the behavioural InfoSec 

field (von Solms 2006). Studies concerning end-user InfoSec contribute to the organisational 

level of workplacesô InfoSec (Siponen & Oinas-Kukkonen 2007). The research theme focusing 

on end-user InfoSec is mentioned across research frameworks and industry standards under the 

names of personnel/human (von Solms 2001), user security management (da Veiga & Eloff 

2007), personnel security (Zafar & Clark 2009), people (Wu & Saunders 2011) and human 

resources security (Silic & Back 2014a). 

The research domain of end-user InfoSec is complex, containing various topics on end-usersô 

psychology and behaviours (Anderson & Moore 2009; Silic & Back 2014a; da Veiga & Eloff 

2007; Wu & Saunders 2011) and it has emerged as a critical subfield of InfoSec research 

(Crossler et al. 2013). This thesis, with the aim of understanding and influencing the formation 

of an InfoSec climate through the applications of SNA methods to enhance employeesô 

provision of InfoSec support and InfoSec influence, contributes to this behavioural InfoSec 

research field. 
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2.1.2 The Development of the Behavioural InfoSec Field 

End-users had been examined in the context of InfoSec before being recognised as a critical 

domain of InfoSec research and InfoSec governance. For example, end-usersô InfoSec 

behaviours were categorised as a form of organisational InfoSec threats, which can be internal 

(e.g., disgruntled employee, bad data entered and modified data) and external (e.g., hackers 

and competitors) (e.g., Loch, Carr & Warkentin 1992; Loch & Carr 1991; Wilson, Turban & 

Zviran 1992; Wood & Banks Jr 1993). Insider threats received the most attention at that time 

and Straub (1990) developed the well-known general deterrence theory (GDT) in the InfoSec 

context, that internal InfoSec violations can be deterred by end-usersô perceptions of the 

sanctions for their potential violations. Goodhue and Straub (1991) proposed and tested a 

theoretical model for end-usersô psychological satisfactoriness of InfoSec measures, finding 

little about the predictors of such satisfactoriness. The theoretical models proposed by Straub 

(1990) and Goodhue and Straub (1991) were the first attempts to understand end-usersô 

perceptions of InfoSec-related matters. 

End-usersô psychological factors and processes related to InfoSec gradually received more 

attention from practitioners and researchers. Of these factors, end-usersô InfoSec awareness 

emerged as a key topic discussed in many academic publications and industry guidelines (e.g., 

Gaunt 2000; Hawkins, Yen & Chou 2000; Guttman & Roback 1995; Sasse, Brostoff & Weirich 

2001; Siponen 2000a, 2000b, 2001; Thomson & von Solms 1998; Wood 2000). Kabay (1994) 

looked beyond insider threats and discussed a variety of psychological factors and processes 

(i.e., persuasion, compliance, group and prosocial behaviours) and suggested taking these 

factors and processes into consideration when implementing InfoSec policies. Harrington 

(1996) found that codes of ethics could affect specific InfoSec abuses (e.g., sabotage, fraud and 

viruses) and suggested InfoSec managers implement ethics codes to strengthen their effects 

through top management support and continuously reminding end-users about the 

consequences of InfoSec abuses. Adams and Sasse (1999) argued that end-users should not be 

viewed as the enemies of organisational InfoSec and emphasised user-centred InfoSec practices 

to motivate end-usersô cooperation in maintaining organisational InfoSec. 

Dhillon and Backhouseôs (2001) literature review called for more research on the socio-

organisational concepts related to InfoSec. End-user InfoSec awareness remained an under-

researched area of human-related InfoSec concepts. From 2000 onwards, theoretical 

frameworks and models for determining the socio-organisational factors of end-usersô InfoSec 
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behaviours were developed and validated, enriching the knowledge on this area (e.g., Aytes & 

Connolly 2004; Chan, Woon & Kankanhalli 2005; Doherty & Fulford 2005; Leach 2003; Lee, 

Lee & Yo 2004; Schultz 2002; Stanton et al. 2003). Of particular importance was Stanton et 

al.ôs (2005) research, which classified InfoSec behaviours into six types according to end-

usersô expertise (expert or novice) and their intention (malicious, neutral or benevolent), the 

taxonomy of which is illustrated in Figure 2.2. 

 

Figure 2.2. Taxonomy of End-Usersô InfoSec Behaviours 

Adopted from Stanton et al. (2005, p. 127). 

InfoSec behaviours can be intentional destruction or detrimental misuse, dangerous tinkering 

or naive mistakes, and aware assurance or basic hygiene, depending on end-usersô level of 

technical skills (Stanton et al. 2005). Stanton et al. (2005) provided several examples for each 

of these InfoSec behaviours, such as sabotage or stealing data (intentional destruction), sending 

spam messages (detrimental misuse), configuring companyôs network (dangerous tinkering), 

setting weak passwords (naive mistakes), InfoSec compliance (basic hygiene) and notifying 

InfoSec vulnerabilities (aware assurance). Based on this taxonomy of end-usersô InfoSec 

behaviours, future research can focus on identifying the antecedents and consequences of each 

type of InfoSec behaviours. 
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2.1.3 Studies on InfoSec Behaviours 

From 2005 onwards, a substantial number of studies identified the antecedents and 

consequences of end-usersô InfoSec perceptions and behaviours contributing to the effective 

management of InfoSec. Most studies emphasised end-usersô compliance or compliance 

intention, while some investigated InfoSec violations or intention to commit InfoSec abuses. 

For example, Siponen, Pahnila and Mahmood (2007) determined the antecedents of end-usersô 

intention to comply and actual compliance. These antecedents were end-usersô perceptions of 

the InfoSec threats, perceived protective measureôs effectiveness (i.e., response efficacy), self-

efficacy and perceived sanctions. Further research (Pahnila, Siponen & Mahmood 2007) 

identified end-usersô attitude towards InfoSec, normative beliefs, perceived facilitating 

conditions, habits and rewards as additional factors of actual compliance and compliance 

intention. These findings were replicated and expanded on by later studies (Bulgurcu, 

Cavusoglu & Benbasat 2010a; Herath & Rao 2009a, 2009b; Johnston & Warkentin 2010; Lee, 

Larose & Rifon 2008; Ng, Kankanhalli & Xu 2009; Son 2011; Vance, Siponen & Pahnila 

2012). Other factors contributing to end-usersô InfoSec compliance and compliance intention 

were also determined, such as moral reasoning and values (Myyry et al. 2009), national culture 

(Dinev et al. 2009), management support (Posey, Roberts et al. 2011), perceived technical 

protection (Zhang, Reithel & Li  2009) and social learning (Warkentin, Johnston & Shropshire 

2011). 

Alongside the focus on predicting InfoSec compliance and compliance intention, other types 

of end-usersô InfoSec behaviours and perceptions were investigated. For example, researchers 

explored characteristics of InfoSec policies and their impacts on end-usersô engagement with 

policies (Boss et al. 2009; Bulgurcu, Cavusoglu & Benbasat 2010b; Foltz, Schwager & 

Anderson 2008; Shaw et al. 2009). Liang and Xue (2010) examined the effects of end-usersô 

threat and coping appraisals on their InfoSec avoidance behaviour, and Rhee, Kim and Ryu 

(2009) focused on the antecedents of self-efficacy and its impacts on end-usersô technical 

InfoSec practice, intention to strengthen InfoSec and care for InfoSec behaviours. 

With regard to undesirable InfoSec behaviours, Workman, Bommer and Straub (2008) found 

that threat and coping appraisals can reduce end-usersô omission of InfoSec measures. DôArcy 

and Hovav (2008) and DôArcy, Hovav and Galletta (2009) investigated end-usersô InfoSec 

misuse and found that InfoSec training and monitoring, InfoSec awareness, moral judgement, 

self-efficacy and virtual status deterred such misuse and its behavioural intention. Hovav and 
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DôArcy (2012) found similar findings, but the results were varied across the American and 

Korean samples, suggesting the impact of cultural values on deterrent effects. Further, studies 

have identified the antecedents of malicious and non-malicious InfoSec misbehaviours, such 

as perceived benefits (Hu et al. 2011), neutralisation techniques (Siponen & Vance 2010), 

perceptions of organisational justice and computer monitoring (Posey, Bennett et al. 2011), 

perceived lack of attributed trust (Posey, Bennett & Roberts 2011), attitude, workgroup norm, 

perceived risks and sanctions (Guo et al. 2011) and self-justification (Kajtazi et al. 2013). 

2.1.4 Current Trends in Behavioural InfoSec Research 

By 2012, the behavioural InfoSec field had achieved some level of maturity as systematic 

reviews and opinion articles begun to appear and consolidate research findings within the field 

(e.g., Crossler et al. 2013; Guo 2013). For example, DôArcy and Herath (2011) synthesised 

prior researches adopting GDT (Straub 1990) which had produced inconsistent findings about 

the deterrent effects on InfoSec misbehaviours, and DôArcy and Herath (2011) suggested 

exploring contingency variables to explain such inconsistency. 

Padayachee (2012) forwarded a taxonomy which summarised the factors motivating InfoSec 

compliant behaviours. This taxonomy followed self-determination theoryôs (Deci & Eghrari 

1994; Gagné & Deci 2005) premises that human behaviours are driven by the five types of 

motivationðexternal regulation, introjection, identification, integration and intrinsic 

motivations (see Figure 2.3). 

Amotivation describes the state of lacking motivations which leads to having no intentions for 

performing behaviours (Gagné & Deci 2005). People feel motivated and develop behavioural 

intentions when they realise rewards and punishments (i.e., external regulations), while others 

may feel motivated to take actions as their self-esteem and ego are involved in performing the 

tasks (i.e., introjected regulations). 

It must be noted that people motivated by introjected regulation are still controlled by a form 

of extrinsic motivation (e.g., performing a behaviour because that behaviour makes the person 

feel worthy) (Gagné & Deci 2005). With identified regulation people have greater freedom as 

they are motivated to perform behaviours which match their goals and identities (e.g., being a 

doctor implies having to take care of patients). Moreover, people motivated by integrated 

regulation fully understand that their behaviours are integral parts of their personal identities 

(e.g., people who work as nurses while being comfortable with taking care of others in general) 
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(Gagné & Deci 2005). Opposite to amotivation is intrinsic motivation, the state of being 

motivated to perform behaviours solely by the enjoyment and autonomy of doing so. The 

enjoyment in performing behaviours distinguishes intrinsic motivation from integrated 

motivation (Gagné & Deci 2005). 

Based on Gagné and Deciôs (2005) self -determination theory, Padayacheeôs (2012) taxonomy 

categorised the antecedents of InfoSec behaviours into extrinsic motivation (e.g., deterrence, 

rewards, social climate, threat and coping appraisals) and intrinsic motivation (e.g., 

commitment, competence and ethical). Further, amotivation (e.g., apathy, resistance, low self-

control and incompetence) can lead to undesirable InfoSec behaviours (Padayachee 2012). 

 

Figure 2.3. The Self-Determination Continuum 

Adopted from Gagné and Deci (2005, p. 336). 

Sommestad et al. (2014) and Silic and Back (2014a) both conducted systematic InfoSec 

literature reviews, with the former focused specifically on behavioural InfoSec. Sommestad et 

al. (2014) produced a list of the best predictors of InfoSec compliance and noncompliance 

(actual and intention to perform) (i.e., absolute Beta coefficient of impact on InfoSec 

compliance and misuse Ó 0.25) and worst predictors (i.e., absolute Beta coefficient of impact 

Ò 0.10), as summarised in Table 2.2. 
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Table 2.2. Predictors of Compliance and Noncompliance (Actual and Intention to 

Perform)  

Predictor 

Actual behaviour 

Intention to perform 

behaviour 

Compliance Incompliance Compliance Incompliance 

Attitude   8 2 

Perceived behavioural control   1 1 

Descriptive norm   1  

Subjective norm   8 2 

Intention to comply 2    

Intention to misuse  1   

Perceived celerity of sanctions    1 

Perceived certainty of sanctions 1  2 2 

Perceived severity of sanctions 1  2 2 

Perceived cost of noncompliance 1  1  

Self-efficacy 2  5  

Response cost   2  

Response efficacy   4  

Perceived benefits of 

noncompliance 
1  2 1 

Perceived vulnerability   3  

Perceived severity of incident   2  

Threat appraisal   1  

Attachment    1 

Involvement    1 

Organisational commitment   1 1 

Perceived extrinsic benefits    1 

Perceived formal risk    3 

Perceived informal risk    4 

Perceived intrinsic benefits    1 

Perceived risk of shame    3 

Awareness program    1 

Computer monitoring    1 

Conservation 1  1  

Conventional reasoning 1  1  

Habits   1  

InfoSec policies    1 

InfoSec policy fairness   1  

InfoSec policy quality 1  1  

Moral beliefs    3 

Neutralisation    2 

Openness to change 1  1  

Perceived identity match    1 

Perceived InfoSec climate 1    

Perceived justice of punishment   1  

Perceived legitimacy 1    
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Perceived usefulness   1  

Perceived value congruence 1    

Preventive security software    1 

Satisfaction   1  

Self-defence intention  1   

Visibility    1  

Adopted from Sommestad et al. (2014, pp. 52ï56). The table contains 46 variables extracted from 29 studies 

conducted between 1996 and 2011 which Sommestad et al. (2014) deemed acceptable for inclusion in their review. 

The figures indicate the number of studies that examined these variables. 

Sommestad et al.ôs (2014) and Padayacheeôs (2012) reviews both contained three theoretical 

models predominantly adopted by prior studiesðthe theory of planned behaviour (TPB) 

(Ajzen 2011a), GDT (Straub 1990) and protection motivation theory (PMT) (Rogers 1975). 

Less commonly adopted theories were social control theory (Hirschi 1969) and rational choice 

theory (Paternoster & Simpson 1996). The literature reviews focusing on InfoSec behaviours 

conducted by Lebek et al. (2014) and Warkentin and Mutchler (2014) confirmed TPB, GDT 

and PMT as the key theories most frequently adopted in the behavioural InfoSec field. 

While several studies from 2011 onwards continued to examine and extend the predominantly 

adopted theoretical models (Burns et al. 2017; Hanus & Wu 2016; Ifinedo 2014; Siponen, 

Mahmood & Pahnila 2014; Sommestad, Karlzén & Hallberg 2015a, 2015b; Vance, Siponen & 

Pahnila 2012; Warkentin et al. 2016), others explored the contributing factors of InfoSec 

behaviours which reflect more of end-usersô personal characteristics. For example, Kajzer et 

al. (2014), Shropshire, Warkentin and Sharma (2015), McCormac et al. (2016) and ¥ĵ¿t­¿, 

Testik and Chouseinoglou (2016) investigated end-usersô unique personalities and their 

impacts on InfoSec perceptions and behaviour. 

A closer examination of current trends reveals another change of focus in the behavioural 

InfoSec field; there is now more focus on end-usersô interactions with the InfoSec environment. 

Willison and Warkentin (2013) adjusted the security action cycle originally developed by 

Straub and Welke (1998) to add ópre-kinetic eventsô. The original security action cycle (Straub 

& Welke 1998) described four security actionsðdeterrence, prevention, detection and 

remediesðshown in Figure 2.4. 
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Figure 2.4. Security Action Cycle 

Adopted from Straub and Welke (1998, p. 446). 

The adjustment of the security action cycle proposed by Willison and Warkentin (2013) added 

the pre-kinetic events component before the deterrence action (shown in Figure 2.5). They 

explained that pre-kinetic events can result from the interaction between employees and their 

organisation, including employeesô positive perceptions of a workplace where potential 

perpetrators do not have any motives to commit InfoSec violations. Pre-kinetic events also 

include the negative perception of organisational injustice, disgruntlement or dissatisfaction 

and neutralisation (i.e., mechanisms of moral disengagement that justify employeesô 

violations) which can develop the intention to commit InfoSec violations (Willison & 

Warkentin 2013). 


